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[root@vM_0_8_centos demol# 1s

main.py__models.py models.pyc
[root@vM_0_8_centos demol# mkdir cert
[root@vM_0_8_centos demol]# cd cert/
[root@vM_0_8_centos cert]# rz -be
rz waiting to receive.
zmodem trl1+C 4,

100% 3 KB 3 KB/s 00:00:01 0 Errors

[root@vM_O_8_centos cert]# unzip 214225718810040.z1p
Archive: 214225718810040.z1p
cert-key

inflating: 214225718810040.pem

inflating: 214225718810040.key

Lroot@uM_0_8 centos certl# s

214225718810040.key 214225718810040.pem
[FOOTWUVNM_U_8_CEentos certl#
[root@vM_0_8_centos cert]#

fc& Nginx

IFUIRIE TS HTTPS Bk, HTTPS {FRANE 443 im0, LEEIE
E(EIX Nginx MIFRIIROR 443, B9, EERE Nginx EEEX
HhiEE HTTPS IEBHIER1Z. BCE Nginx 89 server @1 F:

listen 443;

server_name _;

ssl on;

root html;

index index.html index.htm;

ssl_certificate cert/214225718810040.pem;
ssl_certificate_key cert/214225718810040.key;
ssl_session_timeout 5m;

ssl_ciphers ECDHE-RSA-AES128-GCM-

SHA256: ECDHE : ECDH: AES :HIGH: !NULL: 'aNULL : 'MD5: ' ADH
:1RC4;

ssl_protocols TLSvl TLSv1.1 TLSv1.Z;
ssl_prefer_server_ciphers on;



BIMIEAT:

server {
Tisten 443;
server_name
ss] :
root html;
index index.html index.htm;
ss1_certificate cert/214225718810040.pem;

ssl_certificate_key cert/214225718810040.key;

ss1_session_timeout 5m;

ss1_ciphers ECDHE-RSA-AES128-GCM-SHA256:ECDHE:ECDH:AES:HIGH: !NULL:'!aNULL:!MD5:!ADH:!RC4;
ssl_protocols TLSvl TLSv1l.1l TLSv1.Z2;

ss1_prefer_server_ciphers on i — =

# Load contiguration T11es Tor the detault server bIoOcK.

include /etc/nginx/default.d/*.conf;

location / {
proxy_pass_header Server;
proxy_set_header Host $http_host;
proxy_redirect false;

B3 Nginx

fETRE, TEER Ngink, ElRSELEEBAUNTHIER
Nginx:

service nginx stop
service nginx start
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